


• Listen by computer audio or dial-in

• All lines are muted during the webinar

• Ask questions by selecting “Q&A” and to
report any webinar difficulties

• Webinar is being recorded & will be
emailed to all attendees
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Session 1: SASE Technical Solutions Overview 

Monday, March 11th at 9 AM PT / 12 PM ET 

Session 2: HPE Aruba Networking Security SSE 

Monday, April 1st at 9 AM PT / 12 PM ET 

Session 3: Security Service Edge (SSE) Demo 

Monday, May 6th at 9 AM PT / 12 PM ET 

(Click here) to register for the webinar series 

https://afp.arubanetworks.com/afp/index.php/North_America_Channel_Enablement_Calendar_2024








Security First 
Unified SASE
Secure Access Services Edge

SD-WAN and SSE come together
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Advanced threat defense 

• Application-aware and 

identity-based next-

generation firewall 

• Built-in intrusion and DDoS 

detection and prevention

• Policy-driven enforcement

Next-generation Firewall

Users and devices

• ClearPass integration with 

Aruba solutions

• Fine-grained segmentation

• Enhanced quality of 

experience and compliance

Zero Trust Segmentation

SD-WAN + SSE

• Aruba Axis SSE solution

Zero Trust Network Access

• Advanced Integration

• Automated service 

orchestration workflow

• Pre-configured default 

information

SASE 2.0

End-to-end, network-wide, identity-based security policy enforcement
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Next-generation firewall

DPI, Anti-spoofing, Attack detection & protection, Secure syslog

IDS/IPS

Application & user identity awareness 

with ClearPass Integration

Automated SASE integration

DDoS detection and prevention

NEW

Simplify WAN Operations

• Consolidate network and security equipment

• Replace firewalls in branches

• Minimize appliance sprawl

• Reduce WAN complexity

• Reduce cost of managing dedicated branch firewall

• Less service, support and maintenance costs



•

•

•

Microsoft 365
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WAN Optimization where and 
when you need it.

No CAPEX and lower OPEX:
only pay for what’s needed

Optimization can be applied 
towards ANY application 
where an EdgeConnect 
appliance is in place between 
the client and server.

Workloads can be optimized 
in the branch, datacenter or 
cloud for mission critical 
applications, large datasets 
and custom applications.

Warehousing App

Custom App 1

Custom App 2

consumption model: “ON TAP” Any Application Applied Anywhere



✓

✓

✓

✓

✓

✓ ✓

✓✓

Microsoft 365
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Tunnel bonding technique for efficient load balancing and seamless failover

Overlay 

tunnels Tunnel-

Bonding

+

FEC/POC

Underlay Tunnel (IPSEC_UDP)MPLS

Site A 
Underlay Tunnel (IPSEC_UDP)INTERNET 1

Underlay Tunnel (IPSEC_UDP)INTERNET 2
Site B 

• PER PACKET load-balancing

• Constant monitoring (packet loss/latency/jitter/congestion) 

Underlay Tunnel (IPSEC_UDP)LTE

Tunnel-

Bonding

+

FEC/POC

Overlay 

tunnels 

Link bonding :

UT ranking

UT dynamic selection 

Application data flow Application data flow

Path Conditioning

Quality:
▪ Loss

▪ Latency

▪ Jitter

▪ MOS

Load-balance

Advanced Traffic Controls
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Advanced network and application performance capabilities

Forward Error Correction 

(FEC)

Packets lost in transmit across 

the WAN are rebuilt 123

1P2P3P
13 2P

123

1P2P3P

Packets lost over WAN

Lost packets
rebuilt

Parity calculated
for packets

123

Packets sent over 

different routes

Packets reordered
on Receipt

Packet order
marked on transmit

231
123

Packet Order Correction

(POC)

Packets delivered out-of-order 

across the WAN are reordered 

into the correct order
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Role Based Segmentation

Single platform automates 

enterprise-wide context-aware, 

role-based policy

• Visibility and automation

• Control

• Response

• 360 Security integrations

• Leverage multiple identity stores

Authentication

enforcement

Aruba Orchestrator

SD-WAN

User/device role 

and context

Branch

ClearPass

Aruba 

EdgeConnect
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Advanced

Foundation

• Essential SD-WAN feature set with 
advanced NGFW features

• 3 Bandwidth tiers (100M/1G/UL)

• Limited topology (max 4 regions, 4 hubs/region)

• Limited VRFs, BIOs and QoS

• Advanced SD-WAN feature set with advanced 
NGFW features

• 8 Bandwidth tiers (all existing BW tiers)

• Unlimited topology (includes Mesh networking)

• Full access to VRFs, BIOs & QoS

• Enhanced PM data storage (OaaS)

Foundation OaaS Advanced OaaS On-Prem Orch **

• Unlimited #ECs

• Path Conditioning

• EdgeHA

• Integrated NGFW (L3-L7)

• First Packet iQ

• Zero Trust Segmentation 

• DDoS defense

• Automated SSE Orch

• Advanced Routing (BGP, OSPF)

• ZTP

• 1-7Y terms*

Common SD-WAN/Security Capabilities







Private Access Internet Access

SaaS Layer Security
Experience 

Monitoring



Connector
INET

Cloud Security Node

INET



2023 SSE Adoption Report by Cybersecurity Insiders*





Keep Users Off The Network

Reduce attack surface of infrastructure

DDoS proof Private Apps

Application Discovery

Agentless Web, SSH, RDP, Git, DB, VNC Access

Full SSE Inspection/ Continuous Authorization / Visibility

Per app segments, User group pairing

Any Port / Protocol (P2P / VOIP, AS400, etc.)

Server Initiated Flows / Push Patching

Multi-cloud PoP resilience

Smart Routing for ZTNA Connectors

IPsec Tunnels for ZTNA

Local Edge Private POP

ZTNA 1.0 Axis



• Single platform for ZTNA,SWG,CASB,DEM

• Agentless for Web/SSH/RDP/Git/DB access/VNC

• Visibility into all user traffic

• Flexible policy assignment

• Simple for Admins & Users

• SaaS application control

Benefits

1. User requests access

2. Identity + MFA verified

3. Policy is evaluated for access

4. Cloud brokers connection

5. Cloud continuously authorizes session

Policy

Axis In Motion

SWG

ZTNA

CASB

Employee access to 

resources

Branch user & server access

Third-party 

access

Data Center

Internet

SaaS

Public Cloud

Axis SSE Security Cloud
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Network-as-a-Service

• Geo-proximity routing

• Smart routing based on latency

• Extremely high availability

Atmos Agent on 

endpoint device

Atmos Connector

Telemetry-based access 

across multi-cloud backbone

More redundancy with 

auto-load balancing

Better disaster recovery 

with auto-failover

Edges

PoP



Aruba EdgeConnect Aruba EdgeConnect Aruba EdgeConnect

New!



▪ Service orchestration to SSE 
solutions. Continued Best of 
Breed approach, now with Axis 
as a single vendor complete 
SASE Architecture

▪ Simple drag-and-drop policy 
orchestration in the overlays

▪ Automatically associate sites 
with proximity-based cloud 
security services

▪ High Availability Included!

Branch

Primary Cloud 

Security Node

INET1
INET1 Primary Tunnel

Secondary Cloud 

Security Node

INET1 Secondary Tunnel

Orchestrator



Branch

Primary Cloud Security

Secondary Cloud Security

Orchestrator

INET1

INET2

▪ Service orchestration to SSE 
solutions. Continued Best of 
Breed approach, now with Axis 
as a single vendor complete 
SASE Architecture

▪ Simple drag-and-drop policy 
orchestration in the overlays

▪ Automatically associate sites 
with proximity-based cloud 
security services

▪ Ability to leverage multiple 
transports for scalability and 
high availability

▪ Pre-defined load balancing 
policies per BIO

▪ IPSLA monitoring and failover 
policies across primary and 
secondary tunnels 



•
•









SSE Accreditation is here!

For engineers:

APS-SSE: Aruba Product Specialist - Security Service Edge

This course teaches participants to install, configure, verify, and 

maintain the HPE Aruba Networking Security Service Edge product. 

For Sales:

In this 40-minute course you will learn about the components of the 

HPE Aruba Networking SSE offering and what sets us ahead of our 

competition. You will also learn about the key customer personas, how 

to identify and qualify opportunities.

APS-SSE Deploying Security Service Edge    SSE Sales Accreditation

https://inter.viewcentral.com/events/cust/search_results.aspx?cid=aruba&pid=1&lid=15&tstamp=1698340984646&event_id=879
https://m2.now.hpe.com/uc/r/c/?v=0019EcdVg0rhPIuxeWOAEMz8PhkhP0RTEcdVgCRvGO49s2OvG27WsrzaE6fAE1Rqg6cqE27qLWXvR2PAscSWs6JWG0zaR2Bvs0_
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Partner Ready for Networking portal

https://partner.hpe.com/aruba

Ask Questions
Get Answers

Channel SE(CSE)

Regional channel support
My Learning / The Learning Center

www.mylearninghpe.com

Arubapedia for Partners

https://afp.arubanetworks.com
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